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Japanese students are expected to write in Japanese. If you are an international student, you may respond in English. 

However, your answer must be entirely original. No marks will be awarded for answers that include large, unoriginal 

excerpts from the text. 

 

 

Ⅰ.  big data

5 10 (Read the following passage and write a 5- to 10-line 

summary on how big data is used in fraud detection by credit card companies. Ensure that the case scenario details 

and examples cited are included.) 

 

A lot of effort goes into detecting and preventing credit card fraud.  If you have been unfortunate enough to receive 

a phone call from your credit card fraud detection office, you may be wondering how the decision was reached that 

the recently made purchase on your card had a good chance of being fraudulent.  Given the huge number of credit 

card transactions it is no longer feasible to have humans checking transactions using traditional data analysis 

techniques, and so big data analytics are increasingly becoming necessary. 

     There are several possible scenarios, and here we look at personal banking and consider the case in which a 

credit card has been stolen and used in conjunction with other stolen information, such as the card PIN (personal 

identification number).  In this case, the card might show a sudden increase in expenditure―a fraud that is easily 

detected by the card issuing agency.  More often, a fraudster will first use a stolen card for a “test transaction” in 

which something inexpensive is purchased.  If this does not raise any alarms, then a bigger amount is taken.  Such 

transactions may or may not be fraudulent―maybe a cardholder bought something outside of their usual purchasing 

pattern, or maybe they actually just spent a lot that month.  So how do we detect which transactions are fraudulent?  

Let’s look at an unsupervised technique, called clustering, and how it might be used in this situation. 

     Based on artificial intelligence algorithms, clustering methods can be used to detect anomalies in customer 

purchasing behaviour.  We are looking for patterns in transaction data and want to detect anything unusual or 

suspicious which may or may not be fraudulent. 

     A credit card company gathers lots of data and uses it to form profiles showing the purchasing behaviour of 

their customers.  Clusters of profiles with similar properties are then identified electronically using an iterative (i.e. 

repeating a process to generate a result) computer program.  For example, a cluster may be defined on accounts 

with a typical spending range or location, a customer’s upper spending limit, or on the kind of items purchased, 

each resulting in a separate cluster. 

     When data is collected by a credit card provider it does not carry any label indicating whether the transactions 

are genuine or fraudulent.  Our task is to use this data as input and, using a suitable algorithm, accurately categorize 

transactions.  To do this, we will need to find similar groups, or clusters, within the input data.  So, for example, 

we might group data according to the amount spent, the location where the transaction took place, the kind of 

purchase made, or the age of the card holder.  When a new transaction is made, the cluster identification is 

computed for that transaction and if it is different from the existing cluster identification for that customer, it is 

treated as suspicious.  Even if it falls within the usual cluster, if it is sufficiently far from the centre of the cluster 

it may still arouse suspicion. 

     For example, say an 83-year-old grandmother living in Pasadena purchases a flashy sports car; if this does 

not cluster with her usual purchasing behaviour of, say, groceries and visits to the hairdresser, it would be considered 
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anomalous.  Anything out of the ordinary, like this purchase, is considered worthy of further investigation, usually 

starting by contacting the card owner.   

     Let’s say Cluster A shows the grandmother’s usual monthly expenditure, clustered with other people who 

have a similar monthly expenditure.  Now, in some circumstances, for example when taking her annual vacation, 

the grandmother’s expenditure for the month increases, perhaps grouping her with those in Cluster B, which is not 

too far distant from Cluster A and so not drastically dissimilar.  Even so, since it is in a different cluster, it would 

be checked as suspicious account activity, but the purchase of the flash sports car on her account puts her expenditure 

into Cluster C, which is very distant from her usual cluster and so is highly unlikely to reflect a legitimate purchase. 

 

Dawn E. Holmes, Big Data: A Very Short Introduction (Oxford University Press) 
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Ⅱ.  Steven Johnson Mind Wide Open: Your Brain and the Neuroscience of Everyday Life 

Johnson  (1) (2) “mind-

reading” Simon Baron-Cohen MRI

5 10 (The following is a book review of Mind Wide Open: Your Brain and the 

Neuroscience of Everyday Life by Steven Johnson. Write a summary in 5 to 10 lines, addressing the following 

points: (1) Johnson’s experience with a biofeedback machine, (2) The experiment conducted by Simon Baron-Cohen 

on 'mind-reading' and the discoveries made using MRI.)  

 

Until recently, people couldn’t look into themselves directly to explore what Gerard Manley Hopkins called our 

“inscape.”  But now we can.  With MRIs, PET scans, and many other high-tech mirrors, we can see right through 

our own foreheads and begin to watch our mental apparatus in action. 

     The scenario for Steven Johnson’s Mind Wide Open is this: Johnson makes himself his own test subject to see 

what the neuroscientists can show us about our attention spans, talents, moods, thoughts, and drives―our selves.  

He got the idea for this voyage of self-discovery a few years ago while he was hooked up to a biofeedback machine.  

Lying on a couch with sensors attached to his palms, fingertips, and forehead made him feel nervous, and he started 

making jokes about it to the biofeedback guy.  The machine was designed to monitor adrenaline levels, like a lie 

detector machine.  With each joke he made, the monitor displayed huge spike of adrenaline: “I found myself 

wondering how many of these little chemical subroutines are running in my brain on any given day?  At any given 

moment?  And what would it tell me about myself if I could see them, the way I could see those adrenaline spikes 

on the printout?” 

     Johnson writes the monthly Emerging Technology column for Discover magazine, and is a contributing editor 

at Wired.  He knows how to make complicated science clear and easy to follow.  In his last book, “Emergence,” 

he explored the ways in which the complicated behaviour of brains, software, cities, and ant heaps can emerge from 

the vastly simpler behaviour of their smallest working parts―from collections of nerve cells, bits and bytes, citizens 

and ants―to become the webs and spheres of efficient mass circuitry. 

     In Mind Wide Open, he writes about some of the ways that the behaviour of what we like to call our self 

emerges moment by moment from all kinds of separate tools and workshops in the brain, which neuroscientists call 

modules. 

     Johnson begins with a gift that most of us take for granted: mind reading.  Even before we can talk, almost 

all of us know how to read subtle hints in the faces, voices, and gestures of the people around us.  That is, we can 

do by instinct what neuroscientists are just learning to do with scanners and monitors. 

     To learn about his own mind-reading abilities, Johnson takes a famous test devised by the British psychologist 

Simon Baron-Cohen.  In the test, you are shown a series of 36 different pairs of eyes on a computer screen.  Each 

pair has a distinctive expression.  For each, you have to choose one adjective from a set of four that Baron-Cohen 

provides: Is this pair of eyes despondent, preoccupied, cautious, or regretful?  Johnson finds that he has an instant 

gut reaction to each pair of eyes.  But when he looks harder, he feels less and less sure what he sees. 

     Our natural ability to read people’s faces is outside conscious thought.  As with breathing or swallowing, we 

can’t explain how we do it.  Baron-Cohen and others believe that the skill depends partly on the amygdala, one of 

the brain’s emotional centers.  He has made brain scans of people taking his reading-the-eyes test using functional 

MRI, which reveals which parts of the brain are working hardest from moment to moment.  When most people try 
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to decode the emotion in a pair of eyes, their amygdalae light up.  When autistic persons do it, their amygdalae are 

much dimmer. 

 

Bruce Rubin, Inside Reading (Oxford University Press) 
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